T1P1.5/99-799r2

PAGE  
T1P1.5/99-629r2


3GPP/SMG Meeting #9
Document
N1-99D69

Bad Aibling, Germany, 30 Oct- 3-Dec. 1999

e.g. for 3GPP use the format  TP-99xxx 

or for SMG, use the format  P-99-xxx







CHANGE REQUEST
Please see embedded help file at the bottom of this
page for instructions on how to fill in this form correctly.




03.71
CR
A002
Current Version:
7.1.0








GSM (AA.BB) or 3G (AA.BBB) specification number (

( CR number as allocated by MCC support team



For submission to: 
SMG#30bis
for approval
X

strategic
X
(for SMG

list expected approval meeting # here (
for information


non-strategic

use only)





Form: CR cover sheet, version 2 for 3GPP and SMG        The latest version of this form is available from: ftp://ftp.3gpp.org/Information/CR-Form-v2.doc



Proposed change affects:
(U)SIM
X
ME
X
UTRAN / Radio
X
Core Network
X

(at least one should be marked with an X)



Source:
T1P1.5
Date: 
15 Nov 1999



Subject:
Addition of further LCS functionality in GSM Release 98



Work item:
Location Services (LCS)



Category: 
F
Correction

Release: 
Phase 2



A
Corresponds to a correction in an earlier release


Release 96


(only one category 
B
Addition of feature


Release 97


shall be marked
C
Functional modification of feature
X

Release 98
X

with an X)
D
Editorial modification


Release 99






Release 00




Reason for 
change:

Add revised LCS architecture and support for E-OTD and GPS positioning methods



Clauses affected:




Other specs
Other 3G core specifications

(  List of CRs:


affected:
Other GSM core specifications

(  List of CRs:



MS test specifications

(  List of CRs:



BSS test specifications

(  List of CRs:



O&M specifications

(  List of CRs:




Other 
comments:
Changes made since the initial CR distributed from the October 15 meeting of T1P1.5 are shown with yellow highlighting.

3.2
Abbreviations

Certain abbreviations used in this specification are also listed in GSM 01.04.

For the purposes of this specification, the following abbreviations apply:


ANM



Answer Message (ISUP)

BSSAP-LE
BSSAP LCS Extension for Lb, Lp and Ls interfaces
BSSMAP-LE
BSSMAP LCS Extension 
BSSLAP


BSS LCS Assistance Protocol 

CC




SCCP Connection Confirm

CR




SCCP Connection Request

CREF



SCCP Connection Refused

DT1



SCCP Data Form 1 message

….

*** MODIFIED SECTION ***

6.1.1 Protocol layering

Figure 4 shows the generic signaling model applicable to LCS for any signaling interaction in which an SMLC forms at least one of the signaling end points. 
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Figure 1 – Generic Model for LCS Signaling to an SMLC

The functions performed by each protocol layer are as follows.

(a) LCS application protocol – this depends on the other signaling end point (e.g. whether a target MS or LMU) and may be absent if supported in the BSSAP-LE layer. The application protocol supports specific LCS functions (e.g. positioning measurements, assistance measurements) and is independent of lower protocol layers.

(b) BSSAP-LE – this is an extension of BSSAP and carries the LCS application protocol signaling units. Necessary functions include identification of the LCS application protocol and identification, where not provided by the network layer, of the two end points. This layer can be relayed by an intermediate entity or mapped into an equivalent layer 3 protocol used by the other signaling end point. This layer supports segmentation of LCS application layer protocols.
(c) Network Layer – provides signaling transport between the SMLC and either the other end point or some intermediate entity at which the BSSAP-LE layer is relayed or mapped. The network layer may support connection oriented or connectionless signaling. For second generation circuit oriented applications, the network layer is provided using MTP and SCCP. For third generation and packet oriented applications, other protocols may be used.

(d) Physical Layer – for second generation circuit oriented applications, SS7 signaling links are supported by the physical layer.

(e) L3 – a protocol layer compatible with or the same as BSSAP-LE.

(f) L2 – logical link layer for the other endpoint

(g) L1 – physical layer for the other end point.

6.1.2 Message Segmentation

Message segmentation is needed to transport any large LCS message that exceeds the message size limitation supported by any GSM interface over which transport is needed.

6.1.2.1 Intermediate Level Segmentation

The segmentation of RRLP (GSM 04.31), SMLCPP (GSM 08.31) and BSSLAP (GSM 08.71) messages is supported by segmentation mechanisms defined in GSM 08.08 and GSM 09.31. The sending, receiving and all intermediate entities supporting segmentation shall ensure reliable and optionally sequenced delivery of the message segments by appropriate use of the capabilities supported by lower transport and network level protocols.


6.1.2.2 Network Level Segmentation

Segmentation and reassembly of large RRLP, LLP and SMLCPP messages at the network (e.g. SCCP) level may be supported. For message transfer over any interface where network level segmentation is not supported (e.g. Abis interface, Um interface), segmentation at the application level shall be used. This implies support of both network and application level segmentation by certain intermediate entities.
*** NEXT MODIFIED SECTION ***
7.7.1 Information Transfer between a BSS based SMLC and a Target MS

A BSS based SMLC uses the procedure shown in Figure 34 in order to obtain positioning measurements from a target MS after a positioning request has been received from the BSC serving the target MS.
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Figure 34 - Information Transfer between a BSS based SMLC and a Target MS

1. The SMLC passes a BSSMAP-LE Connection Oriented Information message to the serving BSC containing an embedded BSSLAP MS Position Command with an RRLP message parameter. The message is transferred using the SCCP connection established between the SMLC and BSC for positioning the target MS  If an RRLP message is too large to fit in a single BSSMAP-LE Connection Oriented Information message, it may be segmented and transferred inside a sequence of BSSMAP-LE messages with the last BSSMAP-LE message containing a BSSLAP MS Position command containing a last segment indication and the last RRLP segment. The SMLC shall indicate in the first BSSLAP MS Position Command whether the RRLP message contains a positioning command. versus positioning assistance data.

2. The BSC transfers the embedded RRLP message to the target MS inside an RR LCS Information message. If the RRLP message was segmented by the SMLC, each RRLP segment is transferred in a separate RR LCS Information message with the last message indicating the last RRLP segment. When the last RR LCS Information message has been transferred, the BSC starts or restarts a positioning supervision timer if none is already in progress or if an RRLP positioning command was indicated. If the timer expires before the final response in step 3 is received, the BSC shall return a BSSMAP-LE Connection oriented Information message to the SMLC containing a BSSLAP Abort with a cause of BSC timeout.

3. When the target MS has positioning information to return to the SMLC, it sends an RR LCS Information message to the BSC containing an embedded RRLP message. If the RRLP message is too large to fit in a single RR LCS Information message, it may be segmented and carried in a sequence of RR LCS Information messages with the last message indicating the last RRLP segment.  The first RR LCS Information message shall indicate if this is the final response from the MS.

4. If the timer started in step 2 has already expired, the BSC discards the RRLP message received in step 3. Otherwise, the BSC forwards the RRLP message to the SMLC inside a BSSLAP MS Positioning Response message contained in a BSSMAP-LE Connection Oriented Information message. If the RRLP message was segmented, each segment is transferred in a separate BSSMAP-LE message with the last message carrying a BSSLAP MS Positioning Response indicating and containing the last RRLP segment. If the SMLC indicated a positioning command in step 1 and the MS has indicated a final response, the BSC may add additional measurement information to the BSSLAP MS Position Response in the last BSSMAP-LE message – if necessary, creating a new BSSMAP-LE message if message size limitations would be exceeded. The BSC shall stop the supervision timer started in step 2 when the final segment of the final response from the MS has been transferred. If the MS did not indicate a final response in step 2, the SMLC may transfer a further RRLP message to the MS (e.g. containing assistance data) according to steps 1 and 2 and the MS may return a subsequent response according to steps 3 and 4,
*** NEXT MODIFIED SECTION ***
7.8.1 Information Transfer between an NSS based SMLC and a Type A LMU

7.8.1.1 Information Transfer using an SDCCH
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Figure 26 Information Transfer between an NSS based SMLC and a Type A LMU using an SDCCH

1. If there is no SCCP connection yet for an LMU between the SMLC and the MSC serving the LMU, the SMLC sends a BSSMAP-LE LMU connection request message to the MSC contained in an SCCP Connection Request. The BSSMAP-LE message shall contain the IMSI of the LMU and shall indicate whether authentication of the LMU is needed and/or ciphering.

2. For an LMU that has no main signaling link to the MSC (e.g. LMU uses a temporary SDCCH), the serving MSC performs paging to assign an SDCCH. The MSC/VLR also performs authentication and/or ciphering if requested by the SMLC.

3. The serving MSC returns a BSSMAP-LE LMU Connection Accept to the SMLC. If the paging or authentication in step 2 failed, the MSC returns a BSSMAP-LE LMU Connection Reject message.

4. If the SMLC needs to send data to the LMU, it may send one or more DTAP-LE REGISTER, FACILITY and RELEASE COMPLETE messages to the serving MSC using the SCCP connection established in steps 1 to 3. Each DTAP-LE message may carry an embedded LLP message and an indication of whether release of the SDCCH by the LMU is forbidden.

5. The serving MSC passes each DTAP-LE message received from the SMLC in step 4 to the LMU. 

6. The SMLC may initiate release of the SDCCH to the LMU and the associated SCCP connection to the MSC by sending a BSSMAP-LE LMU Connection Release message.

7. For an  LMU that has no other active MM and CM connections, the MSC initiates release of the SDCCH.

8. When the LMU has LCS data to send and does not currently have a signaling link, it sends an RR Channel request to the serving BTS to request an SDCCH. The RR Channel Request contains an establishment cause identifying an LMU. After assignment of the SDCCH, the LMU sends a DTAP CM Service request to the serving BSC to request an MM connection for location services.

9. The serving BSC passes the CM Service Request to the VMSC with an indication that this came from an LMU inside a Complete layer 3 Information message.

10. The serving MSC sends a BSSMAP-LE LMU Connection Request message to the SMLC associated with the LMU inside an SCCP connection request (e.g. use IMSI or LAC association to determine the SMLC). The BSSMAP-LE message shall contain the IMSI of the LMU and the address of the MSC.

11. The SMLC returns a BSSMAP-LE LMU Connection Accept. to the MSC indicating if authentication or ciphering are required.

12. The serving MSC performs authentication and ciphering if requested by the SMLC. Otherwise, a CM Service Accept is returned.

13. The LMU sends one or more DTAP-LE REGISTER, FACILITY and RELEASE COMPLETE messages to the serving MSC each containing an embedded LLP message.

14. The serving MSC passes each DTAP-LE message to the SMLC using the SCCP connection established in steps 10 to 11

7.8.1.2 Information Transfer using an SDCCH

The following procedure supports information transfer between a BSS based SMLC and a type A LMU.
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Figure 31 Information Transfer between a BSS based SMLC and a Type A LMU

1. If there is no signaling link yet for an LMU between the SMLC and the BSC serving the LMU, the SMLC sends a BSSMAP Paging message to the serving BSC inside an SCCP Unitdata message.

2. The serving BSC broadcasts an RR Paging Request.

3. The LMU returns an RR Paging Response.

4. The serving BSC transfers the Paging Response to the SMLC in a BSSMAP Complete Layer 3 Information message contained in an SCCP Connection Request.

5. The SMLC performs normal GSM authentication and ciphering if this is needed for the LMU.

6. If the SMLC needs to send data to the LMU, it may send one or more DTAP-LE REGISTER, FACILITY or RELEASE COMPLETE messages to the BSC. Each DTAP-LE message contains an embedded LLP message and an indication of whether release of the SDCCH by the LMU is forbidden. Each DTAP-LE message is transferred by the BSC to the LMU.

7. The SMLC may initiate release of the SDCCH to the LMU by sending a BSSMAP Clear Command to the BSC.

8. The BSC returns a BSSMAP Clear Complete.

9. The BSC orders release of the SDCCH by sending an RR Channel Release to the LMU.

10. The SMLC releases the SCCP connection to the BSC by sending an SCCP Released message.

11. When the LMU has LCS data to send and does not currently have a signaling link, it sends an RR Channel Request to the serving BTS to request an SDCCH. The RR Channel Request contains an establishment cause identifying an LMU. After assignment of the SDCCH, the LMU sends a DTAP CM Service request to the serving BSC.

12. The serving BSC forwards the CM Service Request with an indication that this came from an LMU to the SMLC inside a BSSMAP Complete Layer 3 Information message that is contained in an SCCP Connection Request.

13. The SMLC performs authentication and ciphering if needed for the LMU. Otherwise, a CM Service Accept is returned.

14. The LMU sends one or more DTAP-LE REGISTER, FACILITY or RELEASE COMPLETE messages to the serving BSC each containing an embedded LLP message. The BSC forwards each DTAP-LE message to the SMLC.
*** NEXT MODIFIED SECTION ***
7.10
Common Procedures supporting Interaction between Peer SMLCs

7.10.1  Information Transfer between Peer SMLCs

Figure 39 illustrates LCS information transfer between peer SMLCs where, in this scenario, one SMLC is NSS based and the other BSS based. It is assumed that while the NSS based SMLC has SS7 links to an STP, the BSS based SMLC does not.
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Figure 39 - Information Transfer between an NSS based and a BSS based SMLC

1. When the NSS based SMLC has LCS information to send to another SMLC, it transmits a BSSMAP-LE Connectionless Information message containing an embedded SMLCPP message and the LAC/CI cell address identifying the other SMLC. If an SMLCPP message is too large to fit in a single BSSMAP-LE Connectionless Information message, it may be segmented and transferred inside a sequence of BSSMAP-LE messages. The BSSMAP-LE message is transferred inside an SCCP Unitdata message. The message is routed to an SS7 signaling point code associated with the LAC/CI address. In this scenario, the signaling point code is that for the MSC connected to the BSC for the BSS based SMLC. 

2. The MSC forwards the BSSMAP message or a message segment to the BSC associated with the LAC/CI address received in step 1. 
3. The BSC transfers the BSSMAP-LE message or a message segment to the SMLC. The BSC recognizes the SMLC as the final destination due to the presence of the embedded SMLCPP message.

4. When the BSS based SMLC has positioning information to return to the NSS based SMLC, it passes this to its associated BSC in a BSSMAP-LE Connectionless message contained in an SCCP Unitdata message. The BSSMAP-LE message contains an embedded SMLCPP message and the LAC/CI address identifying the other SMLC. If an SMLCPP message is too large to fit in a single BSSMAP-LE message, it may be segmented and transferred inside a sequence of BSSMAP-LE messages.
5. The serving BSC forwards the BSSMAP message or a message segment to its MSC. 

6. The MSC forwards the BSSMAP-LE message or a message segment directly to the NSS based SMLC in an SCCP Unitdata message. The message is routed to an SS7 signaling point code associated with the LAC/CI address in the BSSMAP-LE message. In this scenario, the signaling point code is that for the NSS based SMLC. 
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